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Сегодня хотелось бы пообщаться на актуальную для каждого из нас тему – будущее наших детей.

Она важна, потому что мы живем в информационном мире, в котором наши дети, можно сказать, родились, там они знакомятся, общаются, проводят большую часть времени. Вся коммуникация у них происходит
в сети. С одной стороны, Интернет дает возможность поиска ответов
на любые вопросы, содержит различный развлекательный контент и тому подобное. С другой – несет серьезную угрозу, связанную, в первую очередь с развитием и стремительным ростом киберпреступлений. В цифровом пространстве есть определенные риски и угрозы для детей быть вовлеченными в совершение преступлений или стать жертвой преступления.

В специальных школах и училищах закрытого типа по решениям суда содержатся почти 270 детей. Туда помещаются подростки на срок до двух лет, совершившие преступления, но не достигшие возраста, с которого наступает уголовная ответственность, или более трех административных правонарушений.

Больше всего несовершеннолетних осуждено к длительным срокам лишения свободы за совершение такого преступления, как сбыт наркотиков.

70% осужденных за незаконный оборот наркотиков получили
сроки от 5 до 10 лет лишения свободы. Почти четвертая их часть проведет в изоляции от общества от 10 до 15 лет.

Посчитайте сами, в каком возрасте выйдет на свободу 16-17 летний подросток, которого осудили на 15 лет лишения свободы!

Вовлечение в это преступление, как правило, происходит в сети Интернет, а все дети являются ее пользователями.

К примеру, администраторы Интернет-магазинов рассылают предложения о так называемом трудоустройстве в социальных сетях, чаще «ВКонтакте» либо в «Телеграм» и других мессенджерах.
Как правило, сообщают о легальном способе заработка, при этом обещая высокую оплату.

Предлагают различные варианты работы в сфере наркобизнеса.
В случае согласия работы на наркомагазин, в независимости
от выполняемой роли: курьер, закладчик, спортик или трафаретчик, подросток в соответствие со статьей 328 Уголовного кодекса сразу становится фигурантом уголовного дела, за которое предусмотрено наказание от 6 до 15 лет лишения свободы.

При этом уголовная ответственность наступает с 14 лет.

Организаторы наркомагазинов используют подростков
как расходный материал, исключительно для личного обогащения, и им абсолютно безразлично то, сколько лет он будет отбывать наказание
в местах лишения свободы. Как показывает практика, почти
все задержанные знали об уголовной ответственности за незаконный оборот наркотиков, но каждый думал, что он хитрее всех, что Интернет анонимный, а его никто не поймает.

С 1 января 2025 года у родителей появилась возможность не ждать, когда их ребенок в состоянии алкогольного или наркотического опьянения совершит то или иное преступление, или станет его жертвой. Любой родитель, в случае если ребенок является потребителем алкоголя
или наркотиков и этот факт установлен при задержании за правонарушения в состоянии опьянения, либо учреждением здравоохранения, может написать заявление и направить на медицинскую реабилитацию
в специальное воспитательное учреждение своего ребенка на срок
от 3 месяцев до 1 года. Также по заявлению можно будет забрать его
из указанного учреждения.

Каждому из вас следует обратить внимание на следующие признаки того, что Ваш ребенок может быть вовлечен в незаконный оборот наркотиков.

Во-первых, это наличие установленных в мобильном телефоне мессенджеров, позволяющих покупать наркотики в Интернете (VIPole, WickrMe, WeChat, Signal), и анонимного браузера (ТOR).

Во-вторых, наличие приложений, позволяющих определять
GPS-координаты и накладывать их на фотографии (например, NoteCam или его аналоги GPS Map Camera, SurveyCam – GPS и другие). Этому стоит уделить самое пристальное внимание, т.к. данные программы на 90% используется исключительно сбытчиками наркотиков.

В-третьих, появление свободных денежных средств, банковских карт, новых вещей, друзей, как правило, старшего возраста.

В-четвертых, если подросток стал закрывать на ключ комнату
или ящики стола, изменил пароль на телефоне или другом электронном устройстве и не желает его Вам сообщать.

Для недопущения подобного Вам необходимо принимать меры
по отслеживанию активности своих детей в сети Интернет. Знать с кем они переписываются, что ищут с помощью поисковых систем. Для этого существует различные программы родительского контроля, которые бесплатно можно установить на мобильный телефон, ноутбук
или компьютер.

Указанные приложения помогут оградить Ваших детей
от неблагоприятных сайтов и длительного пребывания в виртуальном пространстве или играх. Также контролировать Интернет-ресурсы, которые они посещают, и укажут его реальное местоположение в любое время.

Но никакие гаджеты и программы родительского контроля не могут заменить простого родительского общения. Вы ближе всех к ребенку. Необходимо обращать внимание на любые изменения в поведении.
В первую очередь между родителями и детьми должны быть доверительные отношения, чтобы ребенок не боялся обратиться с любой своей проблемой.

Особое внимание следует обратить на такой вид противоправной деятельности как незаконный оборот средств платежа. Это преступление связано с продажей реквизитов банковской платежной карты
и предусмотрено статьей 222 Уголовного кодекса.

Механизм вовлечения детей в данный вид противоправной деятельности следующий. Как правило, подросток, достигший 14 лет, узнает от сверстников или из социальных сетей о возможности «быстрого и легкого» заработка. С этой целью он самостоятельно обращается
в банковское отделение для открытия счета и получения платежной карточки, персональные данные которой в последующем передает другому лицу, получая за это незначительное вознаграждение, как правило
20 белорусских рублей. С момента получения такого вознаграждения образуется состав преступления, предусматривающий наказание в виде лишения свободы на срок до 10 лет.

Многие родители и даже некоторые педагоги, до сих пор не понимают в чем общественная опасность того, что ребенок продает реквизиты своих банковских карт. А ведь с момента продажи этих данных несовершеннолетний становится одним из звеньев международной организованной группы, при помощи которой выводятся денежные суммы, добытые преступным путем, в которых дети – просто являются расходным материалом.

Решая проблему вовлечения детей в указанный вид преступлений, МВД проинициировано внесение изменений в Гражданский кодекс.
С 13 ноября 2024 года банковскую платежную карту несовершеннолетний может оформить самостоятельно только для получения стипендии
или пенсии. В остальных случаях понадобиться согласие родителя.

Обратите внимание, есть ли у Ваших детей платежные карты,
про которые Вы ничего не знаете. Задайте им вопросы, для каких целей они их оформляли, предоставлялись ли персональные данные этих карт третьим лицам?

В последующем, при обращении к Вам ребенка с просьбой оформления платежной карты хорошенько задумайтесь, нужна ли она ему. Если примете решение об оформлении карты обязательно предупредите сына или дочь об уголовной ответственности за передачу персональных данных третьим лицам.

Кратко доведу информацию о признаках такого преступления, как мошенничество. В последнее время подобные противоправные деяния связаны в первую очередь с работой курьером по перевозке или пересылке денег. Если ребенку предлагают легкий способ заработка денежных средств, путем перевозки денег, старых вещей (в которых могут быть спрятаны крупные суммы денег) от незнакомых людей пожилого возраста, пообещав за это определенный процент от переданной суммы, или же просто заработок, знайте, что он становится соучастником мошенничества *(«Ало, мама»).* Это вид преступления, при котором преступники звонят, как правило, пенсионерам, под видом сотрудников правоохранительных органов и сообщают о необходимости передачи крупной суммы денег
для компенсации ущерба потерпевшим от ДТП, якобы совершенном
их близкими родственниками.

О таких преступлениях уже почти все слышали от сотрудников милиции или из СМИ, поэтому многие отказываются от роли «курьера», зная об уголовной и материальной ответственности. Тогда преступники предлагают подросткам якобы легальный заработок – перевод денег
в криптовалюту или на электронный кошелек. А это всего лишь еще одно звено этой мошеннической схемы, так как необходимо будет переводить все те же переданные курьером деньги, которыми завладели преступным путем.

Все эти действия влекут наказание в виде лишения свободы на срок до 10 лет. Кроме того, каждый участник этой схемы, в том числе курьер, лицо, получившее деньги от курьера, тот кто перевел их на криптокошелек, обязаны возместить потерпевшему всю сумму причиненного ущерба
в полном объеме. А за несовершеннолетних ущерб обязаны возмещать родители!

Также хочу обратить Ваше внимание на проблему курения в школах.

В молодежной среде стало довольно популярным использовать вейпы или pod-системы.

Напомню, что за курение «электронок» в запрещенных для этого местах наравне с обычными сигаретами предусмотрена административная ответственность *(ст. 19.9 КоАП)* в виде штрафа в размере до 4 базовых величин. В учреждениях образования курение запрещено!

Вейп это не та вещь, на которую можно взять деньги
у родителей, поэтому парогенераторы все чаще становятся предметом преступного посягательства. Чтобы заполучить электронную сигарету, подростки решаются на кражи и грабежи. В текущем году за такие действия к уголовной ответственности привлечен не один десяток несовершеннолетних. Что касается грабежей, в большинстве случаев правонарушители пытались отнять сам аксессуар. Для этого они искали объявления о реализации парогенератора подростком и, применяя различные уловки, завладевали товаром.

В случае получения гаджета таким способом, предусмотрена уголовная ответственность вплоть до 8 лет лишения свободы.

Подводя итоги своего выступления, хочу сказать, что благополучие детей в большенстве случаев зависит от Вас – родителей. Если Вы организуете их досуговую занятость, обеспечите контроль за пребыванием дома, в сети Интернет и во дворе, это минимизирует риски совершить необдуманный поступок. Постоянно будьте в курсе, где и с кем ваш ребенок проводит свободное время и пусть он всегда знает, где вы.